**Voorbeelden social posts** *Deze social posts kunnen als leidraad dienen voor gebruik op eigen sociale kanalen. Gebruik bij posts over de ‘Doe je updates’-campagne de campagnehashtag #doejeupdates. Daarnaast worden vanuit het ministerie van Economische Zaken online video’s, banners en social posts als advertising ingezet.*

Er zijn diverse materialen te downloaden die u kunt gebruiken om bekendheid te geven aan de campagne. Materialen zijn te downloaden via de [toolkitpagina](https://www.campagnetoolkits.nl/doejeupdates) campagnes. Heeft u een vraag over het campagnemateriaal, neem dan contact op met [campagnemanagement@minaz.nl](mailto:campagnemanagement@minaz.nl).

*Notabene: er rusten beeldrechten op de campagnevideo’s en -foto’s. Beeldmateriaal mag* ***ALLEEN*** *online gebruikt worden tot 4 februari 2021.*

**Start campagne op 23 november**

* Wij zijn partner van de Doe je updates-campagne die vandaag start. Want slimme apparaten zijn leuk zolang ze veilig zijn. Update daarom regelmatig je software en kijk voor beveiligingstips op [doejeupdates.nl](https://doejeupdates.nl). #doejeupdates
* Slimme apparaten in huis? Update ze regelmatig en zorg ervoor dat je jezelf en je gezin beschermt tegen een digitale inbraak. Kijk op [doejeupdates.nl](https://doejeupdates.nl/) voor tips. #doejeupdates

**Tijdens de campagne (23 november 2020 – 31 januari 2021)**

* Vanaf vandaag vragen wij samen met het ministerie van Economische Zaken en Klimaat aandacht voor het beveiligen van je slimme apparaten. Software-updates zorgen ervoor dat je apparaten veilig blijven. Update ze daarom regelmatig. Kijk voor meer tips op [doejeupdates.nl](https://doejeupdates.nl/) #doejeupdates
* Jezelf beschermen tegen een digitale inbraak is simpel: update je slimme apparaten! Ga naar [doejeupdates.nl](https://doejeupdates.nl/) voor tips en #doejeupdates.
* Slim apparaat op het oog? Informeer bij de fabrikant hoe het zit met updates en kijk op [doejeupdates.nl](https://doejeupdates.nl/) voor meer tips. #doejeupdates
* Meer dan de helft van de Nederlanders stelt updates voor slimme apparaten uit of vergeet die uit te voeren. Dat geeft criminelen de kans digitaal bij je in te breken. Ga naar [doejeupdates.nl](https://doejeupdates.nl/) en #doejeupdates
* Heb jij een slim apparaat? Vier op de tien Nederlanders hebben een of meer slimme apparaten in huis. Populairst zijn smart tv, printer en smartwatch. Beveilig ze met de tips op [doejeupdates.nl](https://doejeupdates.nl/). #doejeupdates