**Zo update je de software van jouw slimme apparaten**

Onze levens zijn steeds meer verbonden met het internet. Via je smart tv bijvoorbeeld, maar ook via een slimme thermostaat of draadloze printer. Dat is fijn, want slimme apparaten maken het leven makkelijker. Tegelijkertijd maken ze je leven ook kwetsbaarder. Want doordat deze apparaten verbonden zijn met internet kunnen criminelen digitaal bij je inbreken. Zo kunnen ze je gezin begluren, je privégegevens stelen of je apparaat kapot maken. Gelukkig is een digitale inbraak simpel te voorkomen door software-updates voor je apparaten uit te voeren. Update daarom regelmatig je software en bescherm jezelf en je gezin voor een digitale inbraak.

Je slimme apparaat updaten is heel makkelijk. Volg onderstaande stappen en je bent zo weer veilig en verbonden.

1. Zoek online naar de juiste software-update. Typ het merk, het soort apparaat en ‘update’ in de zoekbalk.
2. Volg de instructies van de fabrikant. Schakel waar mogelijk automatische updates in.
3. Kom je er niet uit? Neem contact op met de fabrikant.

Vaak vind je in het instellingenmenu van je slimme apparaat een optie ‘Controleren op updates’. Doe dit regelmatig, zodat je er zeker van bent dat je slimme apparaten geen risico vormen.

**De risico’s van slimme apparaten**

Als je de beschikbare updates niet installeert, raakt de software op je slimme apparaten verouderd. Dat weten internetcriminelen. Daarom zoeken zij naar kwetsbaarheden in oude software. Met alle gevolgen van dien. Want hebben criminelen eenmaal toegang tot één slim apparaat, dan kunnen zij via je thuisnetwerk ook bij je andere apparaten. Zo kunnen ze bij je desktop of laptop en krijgen ze toegang tot je informatie en foto’s. Check dus direct of er updates beschikbaar zijn, want ze bevatten naast nieuwe functionaliteiten ook belangrijke beveiligingsoplossingen.

Ga voor meer tips naar [www.doejeupdates.nl](http://www.doejeupdates.nl).